Euro Insurances DAC trading as LeasePlan Insurance 
[bookmark: _Hlk157436325]PCF-49 - Chief Information Officer (CIO)
Location: Leopardstown, Dublin 18
[bookmark: _Toc22696130]
Job Purpose

The Chief Information Officer is responsible for leading IT and Data operations and strategy for the IT landscape within Euro Insurances DAC, ensuring alignment with the overall IT, Data, and business objectives of the organization. This role will play a crucial part in overseeing and coordinating the integration plans for the Insurance entity.

This role reports to the Managing Director and is a member of the Executive Management Team.
Job Responsibilities
· Develop and execute technology and data strategies that align with the company's long-term goals and objectives. Identify emerging technologies and trends to drive innovation and growth.
· Oversee the design and governance of the company's technology and data architecture. Ensure that systems are designed for scalability, security, and efficiency.
· Oversee the day-to-day IT operations and data management within the company, ensuring efficient and reliable IT systems, infrastructure, data, and services.
· Oversee and coordinate the local integration plans for the merger of ALD Re and LeasePlan Insurance to ensure a seamless transition. Manage the IT and Data teams, working closely with the business units, the Integration lead, and the Group IT teams. 
· Develop and implement change management initiatives to support the successful integration of ALD Re and LeasePlan Insurance, minimizing disruptions to the business and promoting employee engagement.
· Work closely with other key stakeholders across the organization to ensure alignment between Group and local IT and Data initiatives and the overall IT and data strategy.
· Establish key performance indicators (KPIs) and monitor the progress of local and group IT and data initiatives, adjusting strategies and plans as needed to achieve desired outcomes.
· Team Leadership: Recruit, develop, and manage high-performing IT and Data teams, fostering a culture of innovation, collaboration, and continuous improvement.
· Overall responsibility for the company’s Data Management Strategy, Data Management and Data Quality Policy, Information and Cyber Security Policy, and Digital Operational Resilience Framework.
· Exercise first-line monitoring and oversight of digital and information risk in the company’s outsourced operations (eg LeasePlan Digital, claim handlers, and other outsourced service providers).
· Responsible for convening the Company’s ICT/Data Committee.
· Ensure that the company has an effective risk management system for ICT risks and is adequately protected against ICT disruptions and cyber-attacks.
· The CIO will be a member of the Executive Management Committee of the Company and will be required to report to the LPINS Board Risk Committee, the LPINS Audit Committee, and the Board (as required).


Qualifications & Experience:

· Bachelor's degree in computer science, information technology, data management or a related field; master’s degree, MBA, or similar preferred.
· 10+ years of experience in IT and data management, preferably in a strategy capacity, with a proven track record of managing complex IT and data initiatives in a large organization.
· Strategic thinker with the ability to adapt to rapidly evolving regulatory requirements (Central Bank of Ireland, DORA, group requirements), evolve the company’s ICT and Data Strategies, and respond accordingly. 
· Ability to actively engage with the large group ICT service provider and establish and maintain appropriate governance over the same. Ability to influence and bring about change in the group ICT provider through thought leadership.
· Thought leader with the ability to develop, communicate, and embed new ideas.
· Ability to engage with senior stakeholders including the Company’s Board and senior group executives. 
· Strong understanding of IT operations, infrastructure, and best practices.
· Excellent leadership, communication, and interpersonal skills, with the ability to influence and collaborate effectively at a senior level in the company and the Group. 
· Strong analytical and problem-solving skills, with a data-driven approach to decision-making.
· Experience managing cross-functional teams and working with diverse stakeholders.

Central Bank of Ireland requirements:

At all such times as the Company is regulated by the Central Bank, this role is subject to the Central Bank of Ireland (CBI) Individual Accountability Framework, as well as Fitness and Probity Standards (“Standards”). The Standards provide that persons who are subject to the Standards must be competent and capable, act honestly, ethically, and with integrity, and be financially sound. 

The PCF-49 - Chief Information Officer (CIO) role is subject to Central Bank of Ireland approval before the appointment.

As PCF role holder, it is a condition of employment to comply with all relevant regulatory requirements, including any rules or requirements imposed by the Central Bank in relation to the conduct of persons in certain positions in regulated firms (the "Conduct Rules"). The Conduct Rules include, without limitation, the following introduced under the 2010 Act:

· The Fitness and Probity Standards 2014 issued by the Central Bank under section 50 of the 2010 Act ("F&P Standards");
· the Common Conduct Standards, under Section 53E of the 2010 Act (Common Conduct Standards) ; and 
· the Additional Conduct Standards, under Section 53F of the 2010 Act (applicable to individuals performing a PCF, or CF1 role as designated by the Central Bank Reform Act 2010 (Section 20 and 22) Regulations 2011 as amended) (Additional Conduct Standards)
The Company is required, under Section 21 of the 2010 Act, to undertake an assessment of fitness and probity for the role under the F&P Standards at the time of hiring and a minimum annually thereafter as part of LPINS’ Fitness and Probity Certification process, or in any other situations where the Company reasonably believes it necessary to do so. 
According to the Senior Executive Accountability Regime (SEAR PCF49 - Chief Information Officer (CIO) role holds the following responsibilities:
Inherent Responsibility for the CIO role 
According to CBI Guidance on the Individual Accountability Framework, as PCF-49, the Chief Information Officer, holds the overall responsibility for managing the firm’s information and communications technology which the firm relies upon.
Prescribed Responsibility for the CIO role
PR22 - Responsibility for the development and implementation of Information and Communication Technology (ICT) strategy; ensuring the efficient and secure operation of ICT systems; oversight of delivery of ICT projects; and management and development of ICT resources.	Comment by Ines Rodriguez Jordan: Please confirm


